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Overview 
This form must be completed and submitted to SCS for review and approval before changes to firewall rules may be made for networks or servers managed or hosted by SCS. 
Complete and attach this form to a support request. 
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Rules: The firewalls deny all traffic by default, so new rules are for selectively permitting traffic. Change Type may be add or remove. Source and Destination may be IPs, CIDR 
subnets, or keywords (see below). For Port/Protocol, provide both the port number and protocol (UDP, TCP, both, or other). 
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Change Type Source(s) Destination(s) Port/Protocol Purpose 

Keyword definitions (optional): For your convenience, you may define keywords and use them in the rule definitions above. Well-known sources or destinations such as SCS 
VPN clients, Reno SCS workstations, NevadaNet, any, etc. can be used without defining them below. 
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Keyword Network, host, or port/protocol definitions Notes 

Additional notes: If you think this request would modify or replace existing rules, if this request is temporary, or there’s something else we should know, please indicate below. 

https://scs.nevada.edu/request-support/
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